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Abstract
With the development of the Internet, the Internet has become indispensable in people's lives,
and the advancement of technology has also generated security concerns. The government
responds to the need for security. On January 1, 2019, the Executive Yuan implemented the
six sub-laws of the Information and Communication Security Management Law. The third of
the six sub-laws are the briefings and contingency measures for the security incidents. Its
content is the establishment of a response team for the classification, response and security
incidents of information and communication security incidents by public authorities and
specific non-public organizations. This article will introduce the international standard
1ISO27035, and the international standard ITR group will be established and integrated into
The third of the six sub-laws Law implemented by the Executive Yuan.
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