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Abstract
The integration of medical information and long-term care can help improve medical
quality and enhance people's well-being. However, the current environment lacks a
comprehensive and integrated system for people to authorize and share medical information.

Because sharing medical information will involve people's privacy rights and other sensitive



issues, so the integrated system must have confidentiality features to make sure the safety of
the people. This research uses the characteristics of blockchain anti-tampering and shared
ledger to achieve a fine-grained authorization system. Fine-grained means that the public can
control the scope of their medical records to enhance the autonomy of the data. In order to
save the cost of storage in blockchain, this research design an architecture with data
decentralized storage and the central index within the blockchain. Using smart contract to
achieve automated authorization, the goal is to achieve a new type of identification as well as

independent authorization services on blockchain.
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